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ABSTRACT
The main interesting aspect of the digital era is the widely spread ease of communication from one end of the world to the other end of the world. There is a revolution in communication, digitalization, globalization, video calling, wireless data transfer and this is possible due to networking. Initially computer networks is the data sharing where data such as documents, file, reports, presentation files, videos, images etc can be shared within a local network or remotely connected networks. Traditional data networking is to empower end-to-end information transfer. The data in such networks are carried across point-to-point links and the intermediate nodes just forward the packets, where the payload of the packets is not modified. Traditional LANs need wires, which may be difficult to set up in some situations. It is very much understandable and clearly visible that wired communication is being completely overtaken by wireless technologies in the recent past. Wireless LANs, by its very nature, empowers with increased mobility and flexibility. Wi-Fi devices get connected to the internet through WLAN and access points. 2.4 GHz and 5 GHz ISM bands are used by Wi-Fi. Also, it is to be understood that, a wireless adhoc network is distributed in its nature. It is also to be noted that, the adhoc nature makes these network to rely on any of the pre-existing infrastructure. The data forwarding shall happen from the nodes very much dynamically based on the connectivity and the routing algorithm used. WSN is a worth mentioning category of adhoc networks. WSN, as we are aware of, provides wireless communication infrastructure within the sensors for any chosen domain. A sensor network is composed with many sensor nodes from a region which has been considered.
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1. INTRODUCTION
There are some characteristics or properties to be recognized, which are mentioned below:
- Mobility is not really a necessity in all the scenarios.
- The density factor does play a role and it varies with domain of application.
- Power factors and constraints with respect to the sensor networks are more rigorous than the adhoc wireless networks.
Routing is a methodology to transmit data from sensor nodes to base station and vice versa. Routing in wireless sensor network is a challenging issue because of the following characteristics. The first thing is global addressing mechanism is not suitable for sensor networks because of the large number of sensor nodes. Second, the data redundancy problem because of the generation of data by sensor nodes which are in the same vicinity. Third, sensor nodes have many constraints in terms of energy, storage capacity and processing capacity which demands effective resource management. Fourth, sensor networks are application specific. Hence the routing protocols cannot be fixed because the design requirements for a network changes with application. Considering the above mentioned issues many routing algorithms have been designed for wireless sensor networks. Routing protocols can be broadly categorised as flat routing and hierarchical routing which is definitely based on the network structure. Flat routing protocols are observed to be not apt for large scale networks. Hierarchical routing employing clustering mechanism has lot of advantages over flat routing protocols. Clustering is grouping of sensor nodes into clusters. Each cluster accommodates a node regarded as cluster head. The cluster head is the one which is held responsible totally for collecting the information and communicating the same to the base station appropriately. Clustering protocols are employed to provide the following features, which are regarded as characteristics as well like load balancing, enhanced fault tolerance, amplified connectivity and abridged delay, improved network lifetime [1]. So clustering is the most popular approach to support scalability in WSNs.

Wireless Sensor Network is composed of large number of sensor nodes. The sensor nodes are equipped with sensing, computation and wireless communication capabilities [2]. These sensor nodes which are spread out in the field have to collect the data and transfer the same to the base station. The sensor nodes are battery operated so energy is very important criterion that has to be taken care. WSNs have innumerable applications, but whatever might be the application, limited battery power is a major constraint that has to be considered [3]. There are several challenges in WSN which should be addressed.

Node deployment: As already mentioned, WSN consists of large number of sensor nodes, so node deployment is an important factor which can be done manually or in a random fashion.

Data delivery: The mode of data delivery varies according to the application. It can be time driven, event driven or query driven.

Heterogeneity: In many cases homogeneous sensor network is considered, wherein all the sensor nodes are provided with same battery power. But for some applications, few sensor nodes can be equipped with extra capacity in terms of energy, memory etc.

Scalability: A technique that is employed for a network of 20 nodes should be suitable for a network with increased number of nodes also. So any protocol designed for a WSN should be scalable.

Fault tolerance: Sensor nodes may fail due to various reasons like battery failure, physical damage or due to environmental hazards. This failure should not affect the overall performance of the network.

QoS: Based on the application, the QoS parameters can vary. For a time bound application delay is not acceptable and in few applications network lifetime might be the prime factor. So based on the application, QoS parameters have to be considered and the protocols have to be designed in such a way that, that the QoS parameter has been achieved.

2. RESEARCH ASPECTS OF WSN

The challenges in WSN pave way for the research. Routing in WSN is a very challenging task wherein an energy efficient route has to be established from the sensor nodes to the sink. For military applications, security is an important factor. The communication among nodes and between the base station should be secure to maintain confidentiality. MAC layer protocols can be designed which reduces the energy consumption by avoiding the wastage of energy due to collision, overhearing, idle listening etc. Now-a-days WSNs are the base of Internet of Things. Wireless Sensor Network are the eyes and ears of IOT. So WSN in IOT is another research area.

3. WSN-CLUSTERING

Routing, as anyone who knows even the fundamentals of networking can say, is one of the important technologies in WSNs. Based on the way the network is structured, routing can be classified as flat routing or hierarchical routing. In flat routing protocols, all the sensor nodes have the same functionality and each and every node performs the same task. It employs multipath transmission and is not suitable for large scale networks. Hierarchical routing employs clustering concept to extend the lifetime of the sensor network [4]. It has the advantage of scalability when compared to flat routing. Few advantages of employing clustering mechanisms are as follows [5]:
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Scalability: The sensor nodes are grouped into clusters and in each cluster the CH performs data aggregation and data transmission to BS. This network is easy to manage and is more scalable.

Data aggregation: Sensor nodes which are close to each other have the possibility of sending redundant information to CH. The CH aggregates the data that is received from its members and then the aggregated data is sent to BS, thereby saves energy [6].

Increase in network lifetime: In clustering mechanism, the number of long distance transmission reduces. The CHs alone are responsible for sending the aggregated data to the BS and this result in saving energy to a large extent thereby increasing the network lifetime.

Reduction in load: In hierarchical routing, the routes are established within cluster between sensors and routes are established between CHs. This reduces the size of the routing table that is stored in sensor nodes.

Reduced energy consumption: The data aggregation concept leads to reduction in energy because all the data that are sent by the sensor nodes are not transmitted. The redundant data are being eliminated and the data which are useful alone are being transmitted by CH to base station. This reduction in the number of transmissions reduces the energy consumed.

Clustering attributes: The clustering attributes in Wireless Sensor Networks can be listed as characteristics of cluster, characteristics of CH and the process of clustering.

The characteristics of cluster includes the number of clusters created, different methods employed for intra and inter cluster routing. The characteristics of CH include mobility, heterogeneity, and role of CH etc. The process of clustering includes the objective of node grouping, complexity of the algorithm and the type of control mechanism [5, 7, 8].

4. ROUTING PROTOCOLS EMPLOYING CLUSTERING MECHANISM

LEACH: The most prominent clustering routing protocol in WSN is LEACH. Low Energy Adaptive Clustering Hierarchy is a clustering protocol which incorporates the following features: adaptive, random and self-configuring cluster formation, local control for data transfer and data aggregation [9]-[11]. The sensor nodes original data is not as such sent to the BS. The data from all the sensor nodes are processed within the cluster locally and the reduced data is transmitted to the end user. The effectiveness of the original data is kept as such and is transmitted to the BS.

In this protocol, the sensor nodes group themselves into cluster and one of the sensor nodes in the group acts as CH. The non-cluster head sensor nodes sense and transmit their data to its own CH. The CH receives the data from all its members and performs data aggregation where the redundant data are eliminated. Now the aggregated data is sent to the base station. So the cluster head is involved in long distance communication and hence it will consume more energy when compared to the other normal sensor nodes. Suppose if the CH are chosen and are fixed then the CH gets depleted very soon and the whole cluster gets cut off from the BS. This leads to data loss which is not acceptable. Hence LEACH incorporates random rotation of CH. So here each and every member of the cluster becomes CH at one point of time thereby balancing the load. The entire operation of LEACH can be classified into two phases- set up phase and steady state phase [9,10]. In the set up phase, the clusters are organised and in the steady state phase, the data transmission to the base station occurs. The set up phase in turn includes advertisement phase, cluster set up phase and schedule creation. Each and every sensor node decides whether it can act as CH for the current round. This decision of acting as CH or not depends on the number of CHs that has been fixed for the network. A random number is chosen between 0 and 1. If the number is less than the threshold T(n) then he node becomes the CH for the current round.

\[
T(n) = \begin{cases} 
\frac{p}{1-r \mod \frac{1}{p}}, & \text{if } n \in G \\
0, & \text{otherwise}
\end{cases}
\]  

(1)

where:  
\(P=\)anticipated fraction of CH nodes in the sensor population.  
\(r=\)the current round number.  
\(G=\)set of nodes that have not been CHs in the last \(\frac{1}{p}\) rounds.

The sensor node that is elected as CH, broadcasts an advertisement message to all the other members intimating that it has become the CH. It employs CSMA/MAC protocol for sending the advertisement message. Based on the signal strength, the sensor nodes determine to which cluster it belongs to. This information is sent to its CH using CSMA/MAC protocol.
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sends a message to all its neighbors intimating the same. The sensor node can send two types of status messages. One is tentative status where the sensor node becomes tentative CH with CH_{prob} less than 1. And the sensor node has a final status i.e. it becomes a permanent CH when its CH_{prob} has reached 1. In the finalization phase, the sensor node decides the CH to which it has to connect to. The sensor node transmits its information to the CH and the CH sends the aggregated data to the BS in a multihop fashion. HEED has the following advantages: Energy is considered as the main criteria for a sensor node to be elected as a CH. Inter Cluster communication is allowed thereby reducing long distance transmission which saves energy to a large extent. Uniform distribution of CH across the network is provided which ensures load balancing. Some disadvantages of HEED are as follows: Several iterations are performed to form clusters which results in significant overhead and this consumes reasonable amount of energy (Table 1). Few CHs which are near the sink gets depleted soon and the problem of hot spot persists here.

<table>
<thead>
<tr>
<th>Characteristics</th>
<th>LEACH</th>
<th>HEED</th>
</tr>
</thead>
<tbody>
<tr>
<td>Intra Cluster Routing</td>
<td>Single hop</td>
<td>Single hop and Multi hop</td>
</tr>
<tr>
<td>Inter Cluster Routing</td>
<td>Single hop</td>
<td>Single hop and Multi hop</td>
</tr>
<tr>
<td>Cluster overlapping</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Cluster stability</td>
<td>Moderate</td>
<td>High</td>
</tr>
<tr>
<td>Balanced Clustering</td>
<td>Moderate</td>
<td>Good</td>
</tr>
<tr>
<td>Mobility</td>
<td>Stationary</td>
<td>Stationary</td>
</tr>
<tr>
<td>Clustering process execution</td>
<td>Probabilistic</td>
<td>Iterative</td>
</tr>
<tr>
<td>CH capability</td>
<td>Data aggregation, homogeneous</td>
<td>Data aggregation, homogeneous</td>
</tr>
<tr>
<td>Scalability</td>
<td>Low</td>
<td>Moderate</td>
</tr>
<tr>
<td>Energy efficiency</td>
<td>Low</td>
<td>Moderate</td>
</tr>
<tr>
<td>Delay</td>
<td>Very small</td>
<td>Moderate</td>
</tr>
</tbody>
</table>

5. CONCLUSION AND FUTURE DIRECTIONS

Routing is considered to be one of the most important challenges in WSN. The parameter which is given the utmost priority is energy efficiency because the sensor nodes are battery operated. The power consumption can be put under three categories: Sensing, Communication, and data processing. Among these communication takes up most of the energy. So, it is very important to reduce the energy consumed for transmission which will in turn increase the network lifetime. Hence a routing protocol should be designed in such a way that network lifetime of WSN in increased. Moreover, clustering routing algorithms prove to cater to the needs of WSN. In this paper, the challenges in WSN, research aspects of WSN, and the advantages of clustering have been discussed. Two important clustering routing protocols, namely LEACH and HEED, have been discussed in detail and compared. HEED provides a good balanced clustering when compared to LEACH and also employs multihop inter-cluster routing which paves a way to increase the lifetime of the network. So when routing is employed for large scale networks it is advisable to go for multihop inter-cluster routing. The above mentioned protocols does not consider the concept of mobility or heterogeneity. There are a lot of applications which employs mobile nodes, so the designer can consider the concept of node mobility while constructing a clustered routing protocol. Node heterogeneity is another interesting concept, which is used to save the energy consumption of the network thereby improving the network lifetime. So, depending on the application of WSN; the characteristics of a clustering protocol has to be chosen in such a way that, that the routing protocol meets the needs of the application. The same considerations can be given for IoT operations as well [16]. It would be more challenging when cloud and IoT gets along where routing also has to be done [17].
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